
 

      

 

How Do I Set Up Accounts Payable for Electronic 

Funds Transactions (EFT) 

 

Required Permissions for EFT Processing 

In System Administration 

In order to set up and use the EFT functionality, there are a few Permissions that will need to be 

assigned through the System Administration application. 

Accounts Payable 

 Maintenance 

Vendors 

   Modify Vendor EFT 

This permission will allow the user to set up a vendor with whom you will transact the electronic 

transfers. 

Accounts Payable 

 Checks 

Create Electronic Files 

   Create EFT Pre-note File 

This permission will allow the user to create a “test file” after a vendor is entered that will be 

passed to the bank for validation.  This step is also necessary for the school to confirm that 

THEIR bank information is correct. 

Accounts Payable 

 Maintenance 

Checks 

 Cash Disbursements 

    EFT File 
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This permission will allow the user to create the actual EFT file that will be passed to the bank 

for processing. 

In Accounts Payable 

Next, set up the school to transact in EFT……AP> Maintenance> Administration 

Maintenance>Accounts button…. select the Bank account and click on the Electronic Funds 

Detail tab.  

Bank Account EFT Set Up Information 

 

Routing/ABA Number  11301390 

Bank account’s routing number   

EFT Code  1 

ACH Record Type Code   

Company ID Prefix  1 – EIN (may be provided by 

your bank) 

What type of number are you using to ID your 

company 

  

ACH Company ID  02-0223317 

Federal Tax ID   

Entry Description  AP EFT PMT 

Description of the transmittal type   

Header Record Ref.  ___ 

Currently not required   

   

Entry Class Code  PPD 

Type of transactions being passed (PPD is the 

usual selection) 
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IMMEDIATE ORIGIN INFORMATION TELLS BANK WHAT 

ACCOUNT TO TAKE/DEPOSIT 

$$$$ TO OR FROM 

Routing No. Prefix   

No entry – file indicates use Transit/Routing No  - 

   

Transit/Routing No.   

Checked flag indicates USE ROUTING NUMBER   

Other Routing Number  - 

Number other than Routing No that identifies the 

account (usually provided by the bank) aka DFI 

number No entry – file indicates use Transit/Routing 

No 

  

Create Offset Transaction  Box is checked/unchecked 

If the respective bank requires an offset transaction 

this field must be checked 
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Vendor Account EFT Set Up Information 

Disbursement Information section of Vendor Record 

(NOTE:  Bank Name Routing No, and Account No will ONLY be active IF EFT is 

selected) 

 

Bank Name  Sample Bank and Trust 

Vendor’s bank name   

Bank Routing No.  987456321 

Provided to school by the Vendor   

Bank Account No.  0000007 

Provided to school by the Vendor   

   

Payment Method  

                   How will Vendor receive payment   

Check  Vendor will be paid by paper 

check 

EFT  Vendor will be paid via 

Electronic Funds Transfer 

process 

EFT Pre-Note  Will only be checked until a 

“test” file is generated and 

passed to the bank to be 

validated 
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Testing New School and Vendor Account Setups 

Once the accounts are set up in Senior, the user must create a Pre-Note file to manually 

provide to the bank to ensure all the settings are correct (Ascendance does not transact with the 

bank directly).  Each new Vendor set up for EFT will have the EFT Pre-Note flag turned on 

automatically. 
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Be sure to select the correct bank and click on the Generate File button.  The system will create 

a file to the path indicated in the File Name section of the screen (aside of the magnifying glass) 

 

The system will confirm that the file was produced. 
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Any vendor on the Pre-Note List will be included in the file generated.  Remember, the bank will 

be checking that all the information provided is accurate, for YOU and the VENDOR. 

School info: 

Routing/ABA 

Number 

11301390 

EFT Code 1 

Company ID Prefix 1 – EIN 

ACH Company ID 020223317 

Entry Description AP EFT 

PMT 

Other Routing 

Number 

- 
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Vendor info: 

Vendor Name 1-2-3 Lock-Key & Security 

Bank Routing 

No. 

987456321 

Bank Account 

No. 

0000007 

 

 

 

Upon confirmation from the bank that the initial layout is acceptable, the process of EFT may be 

used within Senior.  First, the Pre-Note designation will need to be removed from all EFT 

vendors, to allow for actual EFT processing.  Go back to the list of EFT vendors, make sure the 

correct bank is selected, and click Update. 
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A confirmation message will appear, to identify that the vendors selected will have the Pre-Note 

option turned off. 

 

Click Yes to proceed. 

A second confirmation message will appear, confirming that the Pre-Note option has been 

turned off. 

 

Click OK to proceed. 

All vendors should now be available for EFT transacting. 
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Processing Actual EFT File for the Bank 

Accounts Payable 

1. Create an AP invoice batch and post it. 

 

For any vendor now set for EFT, the drop-box indicated will be active, and can be set to 

either EFT or Check.  For EFT transactions, be sure the Payment chosen is EFT. 
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2. Post the AP batch.  (AP004543) 
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Be sure to review your reports before proceeding. 
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3. Select the invoices to be included on the EFT file 

 

 

If there are multiple banks set with EFT information, the drop-box will be active to choose 

which account gets the EFT transactions. 
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4. Go through the Disbursement process to generate the EFT file. 
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Validate the correct bank account is selected.  The File Name shows the path where Senior 

will drop the file, and the file name.  The default file name is EFTXXyymmdd, which can be 

edited, if desired.  The Effective Date is the date the transaction is expected to “settle” 

with the bank.  It can be left as is, but the bank may prefer it be moved up by a day or 

two, as they may not be able to settle accounts the same day the file is received.   

 

5. Select Generate File  

A confirmation message will appear.  Navigate to the file path selected to find the file just 

created.  This may now be passed to the bank. 
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Below is a sample of what the data transmitted to the bank will look like, from the file just 

created. 

 

Note:  ANY EFT TRANSACTIONS TO A VENDOR ARE ENTERED AS ONE LINE ITEM 

PER INVOICE IN THE FILE.  THE SYSTEM PRODUCES INDIVIDUAL 

LINES/TRANSACTIONS PER INVOICE.  NEGATIVE AMOUNTS WILL APPEAR WITHOUT 

AN INDICATOR, THE SYSTEM CODING WILL PROCESS IT PROPERLY 
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As is the same when issuing checks, be sure to run the Update process as the final step in 

generating the EFT file.  That will update the transmission information as well as the Vendor 

record, to show the Invoice and Payment batch information. 

Note:  The Update process does not discern between check and EFT transactions.  DO 

NOT RUN THE UPDATE PROCESS UNLESS BOTH THE CHECK AND EFT 

TRANSACTIONS ARE APPROVED TO BE COMPLETED.   
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Frequently Asked Questions about EFT 

 

1. Can an EFT invoice be removed from a vendor using the Unpaid Invoice 

Correction function? 

 

If an invoice has been selected for payment through the Cash Disbursement process, 

and the EFT file has been generated, an EFT invoice cannot immediately be removed 

from a vendor via Unpaid Invoice Correction.  First, the invoice will have to be “released” 

from the file by going back to the Cash Disbursements>Select Invoices to Pay, and when 

the notification appears that an invoice batch has already been selected for payment 

message appears, click “Yes” to clear the batch.   

 

 

This process will release the invoice, which should still appear under the Unpaid Invoices 

tab of the Vendor Maintenance Record.  The invoice can then be deleted, and the EFT 

batch can be recreated, minus that invoice. 

Note:  It is recommended to take these steps any time an EFT Vendor invoice is to be 

removed from a batch.  Trying to edit the actual EFT file may result in unintentional 

corruption of the data and may not be recoverable. 

 

2. Can an EFT transaction be VOIDED? 

Yes.  In A/P, go to Checks>VOID Checks>New.  Select the EFT radio button and enter 

the transaction number of the transmittal the press the Tab button.  The system will pull 

up the transaction to be VOIDED. 
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Click OK to continue to the VOID Checks/Drafts screen. 
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Click Save to generate the VOID batch. 

 

Click Post to commit the VOID. 

 

Note:  VOIDING AN EFT TRANSACTION WILL CORRECT THE BALANCES ORIGINALLY 

DEBITED/CREDITED IN THE TRANSACTION BUT DOES NOT PRODUCE ANYTHING TO 

TRANSMIT TO THE BANK.  YOU WILL NEED TO WORK WITH THE SPECIFIC VENDOR 

TO ADDRESS ANY MONIES TO BE RETURNED.  THE VOID WILL IMPACT THE TOTAL 

AMOUNT SENT TO A VENDOR IN A PARTICULAR TRANSACTION. 
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3. What reports can be used to track EFT data BEFORE it is transmitted to the 

bank? 

 

The Vendor Unpaid Invoices Report can be used to track EFT payments.  Create a new 

query using the criteria below to find ONLY pending EFT Invoices. 
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After the Update process has been run in the system, the Check Register report can be 

used to show EFT payments as well.  From the Check Register report, use the Include 

option to select what items to appear on the report (Checks, EFTs, Drafts, or All). 
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4. Who do I contact if the bank fails the EFT file because of its layout? 

While the Ascendance Accounts Payable EFT file is designed to comply with the NACHA 
(National Automated Clearing House Association) standards, there have been some requests 
by the bank to edit the file template from time-to-time.  Should a school’s bank fail a file because 
of a layout issue, please contact SeniorSystems.Custom@communitybrands.com to submit 
your change request. 
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